Attackers only need to find a single exploitable bug in order to install worms, bots, and other malware on vulnerable computers. Unfortunately, developers rarely have the time or resources to fix all bugs. This raises a serious security question: Which bugs are exploitable, and thus should be fixed first?

My research team’s vision is to automatically check the world’s software for exploitable bugs. Our approach is based on program verification, but with a twist. Traditional verification takes a program and a specification of safety as inputs, and checks that all execution paths of the program meet the safety specification. The twist in AEG is we replace typical safety properties with an ‘un-exploitability’ property, and the ‘verification’ process becomes finding a program path in which the un-exploitability property does not hold. Our analysis generates working control flow hijack and command injection exploits for exploitable paths. I will discuss our results with a data set of over 33,000 programs. I will also discuss current challenges and future directions in symbolic execution.
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